Our semiconductor products can be used in a wide variety of applications, including systems that perform critical functions, such as those used in medical applications, transportation, communications systems, and critical infrastructure (e.g. power grids), where the failure of a component in the system could have severe consequences, may jeopardize the health, safety and security of the general public, or result in property damage and economic losses. Products purchased from unauthorized sources may present safety, reliability and performance risks as they may not have been properly handled or stored, or may be counterfeit products.

To mitigate the risks of counterfeit semiconductor products entering into the supply chain, we strongly recommend customers to purchase from our authorized distributors and our sales offices. Semiconductor products purchased through our authorized distributors and sales offices have our full support in accordance with the terms and conditions of sale. We do not provide authentication services or warranty coverage for, and do not accept returns of, products purchased from unauthorized sources.

Diodes supports the Semiconductor Industry Association’s (SIA) efforts in combating counterfeit semiconductor products (see https://www.semiconductors.org/wp-content/uploads/2018/01/SIA-Anti-Counterfeiting-Whitepaper.pdf). We work collaboratively with customs and border protection agencies in seizures of counterfeit semiconductor products, and with other law enforcement agencies to address counterfeit challenges.